Data Protection Policy
Effective Date: 1/13/2025

DEVINSIDERCODE CORP. ("we," "us," or "our") is committed to protecting the privacy and
security of personal data in compliance with applicable laws, including the General Data
Protection Regulation (GDPR), if applicable, and other relevant data protection regulations. This
policy outlines how we handle, store, and process personal data.

1. Purpose

The purpose of this Data Protection Policy is to ensure that personal data is collected, used,
and stored securely, transparently, and in compliance with data protection laws.

2. Scope
This policy applies to:

e All employees, contractors, and third parties processing data on our behalf.
e All personal data collected, stored, or processed by DEVINSIDERCODE CORP,,
including data related to customers, partners, and employees.

3. Principles of Data Protection
We adhere to the following principles when processing personal data:

3.1. Lawfulness, Fairness, and Transparency:
Personal data is processed lawfully, fairly, and transparently, ensuring the rights of the
individual.

3.2. Purpose Limitation:
Data is collected for specific, legitimate purposes and is not processed further in a manner
incompatible with those purposes.

3.3. Data Minimization:
Only the data necessary for the intended purpose is collected and processed.

3.4. Accuracy:
We ensure that personal data is accurate and, where necessary, kept up to date.

3.5. Storage Limitation:
Personal data is retained only as long as necessary for the purposes for which it was collected,
unless otherwise required by law.



3.6. Integrity and Confidentiality:
We implement appropriate technical and organizational measures to protect personal data
against unauthorized access, alteration, disclosure, or destruction.

4. Data Subject Rights

We respect the rights of individuals and ensure they can exercise the following rights where
applicable:

Access: Individuals can request access to their personal data.
Rectification: Individuals can request corrections to inaccurate or incomplete data.
Erasure: Individuals can request the deletion of their personal data (“Right to be
Forgotten”).

e Restriction: Individuals can request the restriction of data processing under certain
circumstances.

e Data Portability: Individuals can request their data in a portable format for transfer to
another service.

e Objection: Individuals can object to data processing based on legitimate interests or
direct marketing.

Requests to exercise these rights can be sent to: support@eyesync.app.

5. Data Collection and Use

5.1. Types of Data Collected:
We may collect the following types of personal data:

Identification details (e.g., name, email, phone number).
Account information (e.g., login credentials, subscription details).
Usage data (e.g., IP address, browser type, activity logs).
Health-related data, if necessary and legally permitted.

5.2. Legal Basis for Processing:
Personal data is processed based on one or more of the following legal grounds:

Consent provided by the data subject.
Necessity for the performance of a contract.
Compliance with legal obligations.

Legitimate interests pursued by the company.

6. Data Security

6.1. Technical Measures:
We use encryption, firewalls, and other security technologies to protect personal data.



6.2. Organizational Measures:
Access to personal data is restricted to authorized personnel on a need-to-know basis. Regular
training on data protection is provided to employees.

6.3. Incident Response:
In the event of a data breach, we will notify affected individuals and relevant authorities within
the timeframe required by applicable laws.

7. Data Retention

We retain personal data only as long as necessary to fulfill the purposes outlined in this policy or
as required by law. Once the retention period expires, data is securely deleted or anonymized.

8. Third-Party Processors
When engaging third-party processors to handle personal data, we:

e Ensure they comply with data protection laws.
e Enter into data processing agreements to govern the processing of personal data.

9. International Data Transfers

If personal data is transferred outside the jurisdiction where it was collected (e.g., to countries
outside the European Economic Area), we ensure appropriate safeguards, such as Standard
Contractual Clauses or other legal mechanisms, are in place.

10. Monitoring and Compliance

We regularly monitor our data processing activities to ensure compliance with this policy and
applicable laws. Periodic audits and reviews are conducted to identify and address potential
risks.

11. Updates to This Policy

We reserve the right to update this policy as needed to reflect changes in legal, regulatory, or
operational requirements. Updated policies will be posted on our website, and significant
changes will be communicated to affected individuals.

12. Contact Information

For questions or concerns about this policy or to exercise your rights, contact us:

DEVINSIDERCODE CORP.
Address: 6742 5th Avenue, 2F, Brooklyn, NY 11220



Email: support@eyesync.app
Phone: +1 (609) 488-9304



